CONFIDENTIALITY AGREEMENT
(Vessels’ name and IMO number/ TDLHZM-……)

THIS AGREEMENT ("Agreement") is dated ……/ ……./ ….… between TÜRKİYE PETROLLERİ A.O., a company organized and existing under the laws of Republic of Turkey ("Disclosing Party"), and…………………………., a company organized and existing under the laws of Norway ("Receiving Party"). These parties may also be referred to individually as "Party" or collectively as "Parties".

This Agreement becomes effective on …/… /……. (“Effective Date”).
In consideration of the mutual promises set forth herein, and other good and valuable consideration, the receipt and sufficiency of which are hereby acknowledged, Disclosing Party and Receiving Party agree as follows:

Article 1

Disclosure of Confidential Information
In connection with the Confidential Information regarding (i) offshore drilling operations, (ii) other possibly related work with such operations and (iii) the drillship “Fatih” owned by and registered under the name of Disclosing Party (“Purpose”), Disclosing Party will disclose and make available to Receiving Party certain confidential information for Receiving Party’s use in connection with the purposes. Disclosing Party is willing, in accordance with the terms and conditions of this Agreement, to disclose to Receiving Party certain information relating but not limited to the all information and materials including without limitation business plans, market analyses costs, valuations, utilization of information technologies, data, data bases, reports, calculations, designs, maps, plans, protocols, all technical operations, agreements, reference implementations, functional and interface specifications and any documentation, analyses, forecasts, studies, knowledge, ideas expressed in communicable form and know-how (in whatever form and however communicated) relating, directly or indirectly.

For the purpose of this Agreement, “Confidential Information” that is disclosed on or after the Effective Date whether orally or in written, electronic or other tangible form specifically means but not limited to:

1.1.  all information which concerns or relates to the Disclosing Party’s past, present or future business, commercial dealings, activities, projects, operations, policies, plans, finances, clients and personnel,

1.2.  the technical scopes of work, methodologies, policies, and all other information regarding Fatih drillship,
1.3.  any and all information related with certain oilfield research, field development activities, all data related to exploration and production activities, programs, all information on the intended drilling campaigns, target dates, training of personnel, 
1.4.  any and all information regarding a certain drilling service agreement, all reports, memoranda, other materials relating to marketing, technical engineering, operational, economic, financial or legal knowledge, plans and assets of Disclosing Party.
Article 2

Undertaking Not to Disclose
In consideration of the disclosure referred to in Article 1, Receiving Party shall not disclose the Confidential Information to anyone without the prior written consent of Disclosing Party, except as provided in this Agreement.
Article 3

Certain Information Not Confidential
The following shall not constitute Confidential Information:

3.1
information that is already known to Receiving Party as of the Effective Date;

3.2
information that is or becomes available to the public other than through the act or omission of Receiving Party or of any other person to whom Confidential Information is disclosed by the Receiving Party unless public disclosure was made pursuant to Article 4.1; 

3.3
information that is acquired independently from a third party representing that it has the right to disseminate such information at the time it is acquired by the Receiving Party; or  

3.4
information that is developed by Receiving Party independently of the Confidential Information

Article 4

Permitted Disclosure by Receiving Party
Receiving Party may only disclose Confidential Information without the prior written consent of Disclosing Party:
4.1
to the extent the Confidential Information must be disclosed under applicable law, including by stock exchange regulations or by a governmental order, decree, regulation or rule, provided that Receiving Party shall make all reasonable efforts to give prompt written notice to Disclosing Party prior to such disclosure; or 

4.2
to the following persons to the extent that Receiving Party needs them for the Purpose:

4.2.1
Employees, officers, and directors of Receiving Party;

4.2.2
Employees, officers, and directors of an Affiliated Company of Receiving Party ("Affiliated Company" means any company or legal entity that controls, or is controlled by, or that is controlled by an entity that controls, a Party. "Control" means the direct or indirect ownership of more than fifty (50) percent of the voting rights in a company or other legal entity.);

4.2.3
Any consultant or agent retained by Receiving Party or its Affiliated Company; or 

4.2.4
Any bank, financial institution, or entity funding or proposing to fund participation by Receiving Party, including any consultant retained by such bank, financial institution, or entity.

4.2.5.
Prior to making any disclosures to persons under Article 4.2.3 or Article 4.2.4, however, the Receiving Party shall obtain an undertaking of confidentiality substantially in the same form and content as this Agreement, from each such person; provided, however, that in the case of outside legal counsel, the Receiving Party shall only be required to procure that such legal counsel is bound by an obligation of confidentiality.

4.2.6.  
Such other persons as Disclosing Party hereafter agrees in writing may receive such Confidential Information (which agreement may be withheld for any reason or for no reason). Receiving Party shall be responsible and liable for any use or disclosure of the Confidential Information by such parties in violation of this Agreement
ARTICLE 5

Obligation of Receiving Party for Permitted Disclosures
Receiving Party shall be responsible to Disclosing Party for any act or omission of the entities and persons described in Article 4.2 that would have breached this Agreement if the action had been by Receiving Party.  
Article 6

Restriction on Use of Confidential Information
6.1
Receiving Party shall only use or permit the use of the Confidential Information in connection with the Purpose.

6.2
The Parties recognize that persons authorized to review the Confidential Information under Article 4.2 may form mental impressions (i.e., impressions not written or otherwise reduced to a record) regarding the Confidential Information. The use of these mental impressions by those persons shall not be a violation of the restriction contained in Article 6.1. 

Article 7

Damages

Receiving Party agrees that if this Agreement is breached, or if a breach hereof is threatened, the remedy at law may be inadequate, and therefore, without limiting any other remedy available at law or in equity, an injunction, restraining order, specific performance, and other forms of equitable relief or money damages or any combination thereof shall be available to Disclosing Party. The successful party in any action or proceeding brought to enforce this Agreement shall be entitled to recover the costs, expenses, and fees incurred in any such action or proceeding, including, without limitation, attorneys’ fees and expenses.

Article 8

Return of Confidential Information
8.1
Receiving Party shall acquire no proprietary interest in or right to the Confidential Information.

8.2
Disclosing Party may demand the return of the Confidential Information at any time upon giving written notice to Receiving Party. Within thirty (30) days of receipt of such notice, Receiving Party shall return all of the original Confidential Information and shall destroy or cause to be destroyed all copies in its possession and in the possession of persons to whom it was disclosed pursuant to this Agreement.
8.3
The provisions of Article 8.2 do not apply to the following:
8.3.1
Confidential Information that is retained in the computer backup system of Receiving Party or a person to whom it was disclosed under Article 4.2 if the Confidential Information will be destroyed in accordance with the regular ongoing records retention process of Receiving Party or such person and if the Confidential Information is not used prior to its destruction; and
8.3.2
Confidential Information that must be retained under applicable law, including by stock exchange regulations or by governmental order, decree, regulation or rule.
8.4
Receiving Party will provide the Disclosing Party a written confirmation, signed by an officer or other authorized representative of the  Receiving Party, that all copies or  duplications (in any form) have been destroyed or deleted as provided in this Agreement.

Article 9
Evaluation Material

9.1  
Information generated by Receiving Party or by a person described in Article 4.2 that is derived in whole or in part from Confidential Information but not including any Confidential Information disclosed by Disclosing Party in accordance with this Agreement is “Evaluation Material.” Evaluation Material includes models, analyses, estimates of reserves, interpretations, presentations for management, and economic evaluations. 

9.2  
Receiving Party shall not disclose Evaluation Material to anyone other than the persons described under Article 4 without the prior written consent of Disclosing Party.

ARTICLE 10

INTELLECTUAL PROPERTY RIGHTS
Any and all intellectual property and all rights therein or thereto (including without limitation, all patents, copyrights, trademarks, and trade secrets) and all applications and registrations therefore relating to the Confidential Information and all improvements, enhancements, and refinements thereto, shall be the property of Disclosing Party, and Receiving Party shall have no rights therein unless otherwise agreed to in writing by the Parties.

ARTICLE 11
SEVERABILITY

If any provision of this Agreement is invalid or unenforceable in any jurisdiction, such provision shall be fully severable from this Agreement and the other provisions hereof shall remain in full force and effect in such jurisdiction and the remaining provisions hereof shall be liberally construed to carry out the provisions and intent hereof. The invalidity or unenforceability of any provision of this Agreement in any jurisdiction shall not affect the validity or enforceability of such provision in any other jurisdiction, nor shall the invalidity or unenforceability of any provision of this Agreement with respect to any person or entity affect the validity or enforceability of such provision with respect to any other person or entity.

Article 12
Term

This Agreement shall remain in force for a period of 2 (two) years from the Effective Date, unless earlier terminated by the Parties by entering into a further agreement, which contains provisions governing the confidentiality of the Confidential Information. Notwithstanding any provision contrary herein, this Agreement shall terminate upon return of all Confidential Information and destruction of all copies of Confidential Information by Receiving Party.
Article 13

Representations and Warranties
Disclosing Party represents and warrants that it has the right and authority to disclose the confidential information to receiving party. DISCLOSING PARTY, HOWEVER, MAKES NO REPRESENTATIONS OR WARRANTIES, EXPRESS OR IMPLIED, AS TO THE QUALITY, ACCURACY AND COMPLETENESS OF THE CONFIDENTIAL INFORMATION, AND RECEIVING PARTY EXPRESSLY ACKNOWLEDGES THE INHERENT RISK OF ERROR IN THE ACQUISITION, PROCESSING, AND INTERPRETATION OF GEOLOGICAL AND GEOPHYSICAL DATA. DISCLOSING PARTY, ITS AFFILIATED COMPANIES, THEIR OFFICERS, DIRECTORS AND EMPLOYEES SHALL HAVE NO LIABILITY WHATSOEVER REGARDING THE USE OF OR RELIANCE UPON THE CONFIDENTIAL INFORMATION BY RECEIVING PARTY.

ArtIcle 14
Governing Law and Dispute Resolution
14.1
This Agreement shall be governed by and interpreted in accordance with the substantive laws of England excluding any choice of law rules which would refer the matter to the laws of another jurisdiction.
14.2
Any dispute arising out of, relating to, or in connection with this Agreement, including any question regarding its existence, validity, or termination shall be referred to Court of Arbitration of the International Chamber of Commerce and finally settled under the Rules of Arbitration of the International Chamber of Commerce (“ICC Rules”) by sole arbitrator. The place of the arbitration shall be London, England. The language of the arbitral proceedings shall be English. The Tribunal shall be constituted in accordance with the ICC Rules. The Parties shall continue to perform their respective obligations under this Agreement during the process of arbitration.
Article 15

Nonexclusive Disclosure of Confidential Information
15.1
The disclosure of Confidential Information to Receiving Party is nonexclusive, and Disclosing Party may disclose the Confidential Information to others at any time. 
15.2
Nothing in this Agreement shall impose an obligation on either Party to continue discussions or negotiations in connection with the Purpose, or an obligation on each Party to disclose any information (whether Confidential Information or otherwise) to the other Party. 

15.3
Nothing in this Agreement is intended to, or shall be deemed to, establish any partnership or joint venture between the Parties, constitute any Party the agent of another Party, or authorize any Party to make or enter into any commitments for or on behalf of any other Party.

15.4
Each Party confirms it is acting on its own behalf and not for the benefit of any other person.

Article 16

No Rights ON THE CONFIDENTIAL INFORMATION
16.1
Disclosing Party reserves all rights in its Confidential Information. The disclosure of Confidential Information does not give Receiving Party or any other person any license or other right in respect of any Confidential Information beyond the rights expressly set out in this Agreement. 
16.2
Unless otherwise expressly stated in writing, any prior or future proposals or offers made in the course of the discussions of the Parties are subject to all necessary management and government approvals and may be withdrawn by either Party for any reason or for no reason at any time. Nothing contained herein is intended to confer upon Receiving Party any right whatsoever to the interest of Disclosing Party in the Confidential Information.

Article 17

General Provisions
17.1
No Waiver 
No waiver by either Party of any one or more breaches of this Agreement by the other Party shall operate or be construed as a waiver of any future default or defaults by the same Party. Neither Party shall be deemed to have waived, released, or modified any of its rights under this Agreement unless such Party has expressly stated, in writing, that it does waive, release or modify such rights.
17.2
Modification 
This Agreement may not be modified except by written consent of the Parties.
17.3
Interpretation
17.3.1
Headings 
The topical headings used in this Agreement are for convenience only and shall not be construed as having any substantive significance or as indicating that all of the provisions of this Agreement relating to any topic are to be found in any particular article or provision.
17.3.2.
Singular and Plural. 
Reference to the singular includes a reference to the plural and vice versa.
17.3.3.
Article or Exhibit 
Unless otherwise provided, reference to any article or an exhibit means an article or exhibit of this Agreement.
17.3.4.
Include. 

The words "include" and "including" have an inclusive meaning, are used in an illustrative sense and not a limiting sense, and are not intended to limit the generality of the description preceding or following such term.

17.4
Counterpart Execution. 
This Agreement may be executed in counterparts and each counterpart shall be deemed an original Agreement for all purposes; provided that neither Party shall be bound to this Agreement until both parties have executed a counterpart. For purposes of assembling the counterparts into one document, Disclosing Party is authorized to detach the signature page from one counterpart and, after signature thereof by Receiving Party, attach each signed signature page to a counterpart.
17.5
Entirety. 
This Agreement comprises the full and complete agreement of the Parties regarding the disclosure of the Confidential Information and supersedes and cancels all prior communications, understandings, and agreements between the Parties relating to the Confidential Information, whether written or oral, expressed or implied.

17.6
No Third Party Beneficiaries

The interpretation of this Agreement shall exclude any rights under legislative provisions conferring rights under a contract to persons not a party to that contract. 

Article 18

Notices
All notices authorized or required between the Parties by any of the provisions of this Agreement shall be in written English, properly addressed to the other Party as shown below, and delivered in person, by courier, or by any electronic means of transmitting written communications that provides written confirmation of complete transmission.  Oral communication and e-mails do not constitute notice for purposes of this Agreement. A notice given under any provision of this Agreement shall be deemed delivered only when received by the Party to whom the notice is directed. “Received” for purposes of this article means actual delivery of the notice to the address or facsimile address of the Party shown below. 
TÜRKİYE PETROLLERİ A.O. (DISCLOSING PARTY)
Address
: Söğütözü Mahallesi, 2180. Cad. No: 10


  Çankaya 06530/ANKARA/TURKEY


Attention
: 
E-mail

: 
Facsimile
: 
 (RECEIVING PARTY)
Address
: 
                          
Attention
: 
E-mail

:
Facsimile
: 
Article 19

Assignment of This Agreement
The Parties may assign this Agreement to an Affiliated Company, by giving a written notice to the other Party; provided, however, the Receiving Party shall remain liable for all obligations under this Agreement. The Parties may assign this Agreement to a person or entity that is not an Affiliated Company only with the prior written approval of the other Party. Save for the other rights of the Parties arising from this Agreement, any attempted assignment by a Party to a person or entity that is not an Affiliated Company without the prior written approval of the other Party shall be void.  Without limiting the prior provisions of this Article 17, this Agreement shall bind and inure to the benefit of the Parties and their respective successors and permitted assignees.

IN WITNESS of their agreement each Party has caused this Agreement to be executed in English in 2 (two) original(s) by its duly authorized representative on the date first written above. 

Article 20

TPAO Supplier Information Text prepared in accordance with the Personal Data Protection Law and Personal Data Protection Law Commitment are, annexes of this confidentiality agreement.
	TÜRKİYE PETROLLERİ A.O.: 
	
	CONTRACTOR:

	By        : ___________________
 
Name
:  ___________________

Title
:  ___________________

By        : ___________________
 
Name
:  ___________________

Title
:  ___________________


	By        : ___________________
 
Name
:  ___________________

Title
:  ___________________

           


TPAO SUPPLIER INFORMATION NOTICE
1. Information 

This information notice has been prepared by the data controller, Türkiye Petrolleri Anonim Ortaklığı ("TPAO" or "Company"), to process the personal data of suppliers in accordance with the Law on the Protection of Personal Data numbered 6698 ("Law") and other relevant legislation. The purpose of this Information Notice is to ensure that the activities carried out by the Company are in compliance with the principles specified in the Law on Protection of Personal Data.

The aim of this Information Notice is to uphold and enhance the activities conducted by the Company in accordance with the principles outlined in the Law on Protection of Personal Data.

2. Processed Personal Data and Collection Methods

	NUMBER
	Relevant Person Group

Formun Üstü


	DATA CATEGORY
	PROCESSED DATA

Formun Üstü


	DATA COLLECTION METHOD

Formun Üstü



	1.
	Individual Suppliers

Formun Üstü


	Identity Data

Formun Üstü


	Full Name, Gender, Title, Marital Status, Mother and Father Name, Place of Birth and Date of Birth, Company Name, Tax Identification Number and Office, Turkish Republic ID Number, ID Serial/Volume/Family/Order Number, Registered City/District, Village Signature/Initial Information, Signature Declaration, Copy of ID (including blood type and religion information in old ID copies)
	Collected through non-automatic means via physical documents; collected through automatic methods via email.

	
	
	Contact Data

Formun Üstü


	Phone number, address, email address, fax number


	

	
	
	Financial Data

Formun Üstü


	IBAN and bank details, payment information, invoice details, tax debt information, no SGK (Social Security Institution) debt information, guarantee letter details
	

	
	
	Professional Experience Data
	Certificate, graduated school, diploma, professional qualification certificate, resume

Formun Üstü


	

	
	
	Personal Information Data
	Social Security Institution (SGK) service history, payroll information, title/position

Formun Üstü


	

	
	
	Health Data
	Medical Report

Formun Üstü


	

	
	
	Customer Transaction Data
	Invoice Details

Formun Üstü


	

	
	
	Criminal Conviction and Security Measure Data
	Criminal Record

Formun Üstü


	

	
	
	Other Contractual Data


	Notarized Power of Attorney, trade registry record,

Formun Üstü


	

	2.


	Authorized Representatives of Legal Entity Suppliers

Formun Üstü


	Identity Data

Formun Üstü


	Full Name, Gender, Title, Marital Status, Mother and Father Name, Place of Birth and Date of Birth, Company Name, Tax Identification Number and Office, Turkish Republic ID Number, ID Serial/Volume/Family/Order Number, Registered City/District, Village Signature/Initial Information, Copy of ID (including blood type and religion information in old ID copies)
	Collected through non-automatic means via physical documents; collected through automatic methods via email.

	
	
	Contact Data

Formun Üstü


	Phone number, address, email address, fax number

Formun Üstü


	

	
	
	Professional Experience Data

Formun Üstü


	Certificate, graduated school, diploma, professional qualification certificate, resume

Formun Üstü


	

	
	
	Personal Information Data

Formun Üstü


	Title/Position, SGK (Social Security Institution) Registration Number

Formun Üstü


	

	
	
	Financial Data

Formun Üstü


	IBAN and bank details, payment information, invoice details, tax debt information, no SGK (Social Security Institution) debt information, guarantee letter details
	

	
	
	Health Data

Formun Üstü


	Medical Report

Formun Üstü


	

	
	
	Criminal Conviction and Security Measure Data

Formun Üstü


	Criminal Record

Formun Üstü


	

	
	
	Other Contractual Data

Formun Üstü


	Signature Circular, Notarized Power of Attorney

Formun Üstü


	


3. Legal Grounds and Purposes of Processing Personal Data

Your personal data may be processed by our institution for the purposes and legal grounds specified below. In the event of any changes in the processing purpose of your personal data, your additional consent will be obtained.

Legal Grounds

Formun Üstü

Your personal data processed within the scope of the activities carried out within our organization; 

· It is clearly stipulated in the laws 

· Provided that it is directly related to the establishment or performance of a contract, it is mandatory to process personal data of the parties to the contract

· It is mandatory for the data controller to fulfill its legal obligation 

· Data processing is mandatory for the establishment, exercise or protection of a right

· Data processing is mandatory for the legitimate interests of the data controller, provided that it does not harm the fundamental rights and freedoms of the data subject 

data processing conditions and relevant legislation (No. 6098. Turkish Code of Obligations, 6102 Say. Turkish Commercial Code, Public Procurement Law No. 4734, Public Procurement Contracts Law No. 4735, Tax Procedure Law No. 213. Tax Procedure Law, 6100 Say. Civil Procedure Law, SEE Law No. 233, TPAO Regulation on Sale and Evaluation of Goods and Services, TPAO Regulation on Purchase of Goods and Services) are processed for the following purposes.

Purposes:

· Monitoring accounting records for supplier payments

· Execution of payment transactions

· Conducting analyses

· Managing the direct procurement process

· Issuance and return of bank guarantee processes

· Monitoring supplier bank information

· Managing supplier relationships

· Updating supplier information

· Determining the competence and authorization of companies and individuals

· Conducting training activities

· Establishing contracts

· Signing confidentiality agreements

· Ensuring communication

· Completion of the acceptance of goods and services provided

· Conducting audit and inspection activities

· Fulfillment of legal obligations

· Providing information to authorized public institutions and organizations

Formun Üstü

4. Transfer of Personal Data and Transfer Purposes
Your personal data processed by the Institution is limited to the personal data required by the transaction, domestically; 

- To banks, for the realization of payments; 

- To the Republic of Turkey Ministry of Energy and Natural Resources, Court of Accounts, tax offices, courts and authorized public institutions and organizations in order to fulfill legal and contractual obligations

can be transferred. 

Your personal data processed within the scope of this activity is not transferred abroad.

5. Ensuring the Security and Confidentiality of Personal Data

Our institution, in accordance with Article 12 of the Personal Data Protection Law, takes all necessary technical and administrative measures to prevent the unlawful processing and access of the personal data it processes and to ensure an appropriate level of security for the preservation of personal data. In the event of personal data being obtained by others through unlawful means, our institution will promptly report this situation to the Personal Data Protection Board and the relevant individual.

6. Deletion, Destruction, and Anonymization of Personal Data

In accordance with Article 7 of the Personal Data Protection Law, even if personal data has been processed in compliance with the relevant legislation, in the event that the reasons necessitating its processing cease to exist, our institution, in accordance with our storage and destruction policy prepared in line with the Personal Data Protection legislation and upon the request of the data subject, will destroy the personal data through a method deemed appropriate.

7. Rights of the Relevant Person
In accordance with Article 11 of the Personal Data Protection Law, you can submit requests to our institution regarding the following issues by applying to our institution:

a.  Learning Whether Your Personal Data is Processed,

b. Requesting Information if Your Personal Data is Processed, 

c. Learning the Purpose of Processing Your Personal Data and Whether They Are Used Accordingly, 

d. Learning the Third Parties to Whom Your Personal Data Has Been Transferred Within or Outside the Country,

e. Request for Correction of Incomplete or Incorrectly Processed Personal Data and Notification to Third Parties,

f. Request for Deletion, Destruction, or Anonymization of Personal Data When the Reasons for Processing Cease and Notification to Third Parties,

g. Objection to Adverse Outcomes Arising Solely from Automated Analysis of Processed Personal Data,

h. Claiming Compensation for Damages Incurred Due to Unlawful Processing of Personal Data. 

Relevant individuals can submit their applications and requests within the scope of the law by filling out the "Application Form Pursuant to the Personal Data Protection Law" in Turkish, available at "https://www.tpao.gov.tr/." You can either personally apply with your identification to the address Söğütözü Mahallesi Nizami Gencevi Cad. No 10 Çankaya / ANKARA or send it through a Notary.

Our institution will process the application requests in accordance with Article 13 of the Law, depending on the nature of the request, and will provide a free response within 30 (thirty) days at the latest. In case of rejection, the reasons for rejection will be communicated in writing or electronically with the respective justifications.

This Information Text may be revised by TPAO when deemed necessary. In cases of revision, you will be informed accordingly.

Personal Data Protection Law Commitment

1. The supplier shall not use the personal data it has used during the contract period for any purpose other than the intended purpose. He will not share them with unauthorized individuals nor disclose the personal data to third parties except for legal obligations. The supplier will immediately notify the administration in case of any violation occuring on this data and take every necessary measure regarding the security of this data. These responsibilities and obligations will continue even after the termination of the contract. 

2. The supplier is responsible for informing/providing information to the data subjects whose personal data is being processed, in accordance with Article 10 and Article 11 of the Personal Data Protection Law, before processing the data.

3. The supplier, in order to ensure the fulfillment of the stated working conditions a d obligations and the provision of commercial activities, cannot use the limited confidential information or personal data provided to them in a manner inconsistent with the principles of confidentiality, directly or indirecly, outside the scope of their commercial relationship. 

4. The supplier acknowledges that information, documents, company names, titles, and other related information and documents regarding the work or projects are confidential, and therefore only themselves and the employees, subordinates, and consultants who need to know this information due to their job responsibilities will be aware of the necessary amount. The supplier assures that this information and documents will not be disclosed, provided, or stored in any way to any natura lor legal Third Party without written permission, and that all necessary physical and electronic measures will be taken to protect personal and confidential information.

5. The supplier, automatically or upon request, destroys the processed personal data along with its backups when the storage period expires or when the processing conditions completely cease.
6. The supplier is obligated to notify the Authority within 24 hours and the DPA within 72 hours at the latest in case personal data processed by it is obtained unlawfully by others.

7. The supplier ensures that its employees with access to personal data comply with the obligations stated in this commitment.  

8. The supplier agrees and undertakes to fully comply with all measures prescribed by the Authority for the protection of personal data.

9. The supplier shall be held responsible for any penalties and sanctions faced by the Administration due to non-compliance with the Law on Protection of Personal Data (KVK) and relevant legislation. The Administration acknowledges its right to recourse against the supplier. 

10. If the supplier transfers the processed personal data domestically, they are obliged to comply with the provisions of Article 8 of the Law on the Protection of Personal Data (KVKK), and if they transfer it abroad, they are obliged to comply with the provisions of Article 9 of the KVKK.

11. Within the scope of article 13 of the Personal Data Protection Law, in case of the application of the relevant person or the complaint to the board within the framework of article 14; the supplier is obliged to provide all kinds of information and documents requested in a timely and correct manner during inspections to be carried out by the Personal Data Protection Board, to inspect and operate all necessary systems and passwords to make records in any electronic, magnetic, etc. environments readable.

12. The Authority may inspect the Supplier for compliance with the provisions of the PDP Law and related legislation. The Authority shall notify the Supplier in writing at least 10 days in advance of the inspection request. During the inspection to be carried out by the Authority within the scope of this article, the Supplier shall have at least one employee with sufficient expertise and authorization to answer questions present.

13. In cases where this commitment does not include provisions, relevant legislation shall apply.
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